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(57) The application provides a computer-implemented method and system of providing authenticated delivery of a
purchase to an authorised recipient, in particular the method allows a delivery person to verify that the person
receiving the delivery is the intended recipient. The method comprises authorising (S2-1) a purchase by means of a
digital wallet , including designating an authorised recipient for the purchase. Corresponding delivery tokens (4a,
4b) are provided (S2-3) to a recipient device (3) of the authorised recipient, and to a delivery device (13) associated
with delivery of the purchase. At the point of delivery, it is determined (S2-7) whether the delivery token (4a) of the
recipient device (3) matches the delivery token (4b) of the delivery device (13) and, if so confirming (S2-9) that

delivery of the purchase is authorised.
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Authentication System for Purchase Delivery

Field of the Invention
[0001] This invention relates to a method and system for authenticating delivery of

purchases, such as online or mobile purchases.

Background of the Invention
[0002] In conventional methods of online payment for goods to be delivered, a delivery
address for the goods is provided by the purchaser or retrieved from a purchaser record.
However, there is no reliable way of confirming that the goods have been delivered to the
intended recipient. The person delivering the goods may require a signature from the
recipient, but has no means of verifying that the person signing for receipt of the goods is
authorised to receive the goods. For example, the goods may be left with a neighbour or
signed for by a person at the delivery address who is not the intended recipient; this may
lead to disputes or fraud.
[0003] In one conventional method, the delivery person carries a mobile device having a
touch-sensitive screen on which the recipient signs to confirm receipt of the goods. The
mobile device may also be used to scan a label on the packaging to identify the delivery
item. This is partially effective against repudiation, where the intended recipient denies
having received the goods, but does not prevent delivery to the wrong person.
[0004] Typically, the payment company through which payment for the goods was made
is liable for non-delivery of goods, so it would be desirable for the payment company to
be able to verify that the goods had been delivered to the intended recipient.
[0005] Patent publication US-A-2003/0144968 (Katayama et. al.) discloses a logistic PKI
service system, in which a user uses a mobile terminal to purchase an article from an
online store, which in turn requests distribution label data from an authentication
bureau. The distribution label data is printed on a distribution label for the article, and
corresponding authentication information is sent to the user’s mobile terminal. On
delivery of the article, the user scans the distribution label data and uses the
corresponding authentication information to verify information about the delivery. The
user’s mobile terminal may send a message to a mobile terminal of a party requesting the
delivery, for example to confirm receipt. However, this system does not allow the delivery

person to verify that the person receiving the delivery is the intended recipient.
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Statement of the Invention

[0006] Different aspects of the present invention are defined in the independent claims.
[0007] In an embodiment of the invention, a customer makes a purchase through their
digital wallet. Payment information and address information is stored in the digital wallet
and transferred to a retailer’s digital wallet acceptance site for payment.
[0008] A delivery token is generated and sent to:

® The retailer’s digital wallet interface corresponding to the customer, address and

purchase information
* The consumer’s digital wallet; and
* A digital wallet logistics mobile application used by the logistics or delivery
company.

[0009] When the package is delivered to the end customer, the logistics token and the
consumer token are matched through corresponding mobile devices to confirm receipt. If
the package is delivered to a neighbour, the token can be shared with that neighbour and
matched by the logistics mobile application. If the tokens match, a confirmation message
may be sent from the payments issuer or retailer to the consumer.
[0010] Access to the delivery token may be restricted to an authenticated user of the
digital wallet, thus providing greater security. Advantageously, the method may secure
both the point of transaction and the point of delivery, preferably by means of a digital
wallet.
[0011] In other aspects, there is provided a system comprising means for carrying out the
methods as described above. In another aspect, there is provided a computer program

arranged to carry out the method when executed by suitable programmable devices.

Brief Description of the Drawings
[0012] There now follows, by way of example only, a detailed description of
embodiments of the present invention, with references to the figures identified below.
Figure 1 is a schematic block diagram illustrating the main components of a system
for online purchase and delivery according to an embodiment of the invention.
Figure 2 is a flow diagram of the operation of the components of the system in the

embodiment.
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Figure 3 is a flow diagram of a method of matching delivery tokens in the
embodiment.

Figure 4 is a schematic block diagram of a mobile device suitable for use in
embodiments of the invention.

Figure 5 is a schematic block diagram of a computer system suitable for use in

embodiments of the invention.
Detailed Description of the Embodiments

Technical Architecture
[0013] Referring to Figure 1, an online purchase and delivery authentication system
according to embodiments of the invention comprises a consumer device 3 associated
with a consumer wishing to effect a payment transaction for purchase of a product or
service provided by a merchant, via a payment system 7 associated with an intermediary
payment service provider. The consumer device 3 is connected or connectable to a
merchant system 5 associated with the merchant over a data network 9. The consumer
device 3 and the merchant system 5 are also connected or connectable to the payment
system 7 over the data network 9.
[0014] It will be appreciated that the consumer can be interchangeably referred to as a
customer, user, end user or the like, the merchant can be interchangeably referred to as a
retailer, vendor, business, broker, service provider or the like, and the intermediary
payment service provider can be interchangeably referred to as a payment service
provider, payment issuer or the like.
[0015] The consumer device 3 is preferably a mobile or portable device such as a tablet
computer, a smartphone, a ‘feature’ phone, a personal digital assistant (PDA), or any
processor-powered device with suitable input and display means. The device 3 may be a
terminal of the network 9. Alternatively, the consumer device may be a desktop or laptop
computer.
[0016] The data network 9 may comprise a one or more of: a terrestrial cellular network
such as a 2G, 3G or 4G network, a private or public wireless network such as a WiFi™-
based network and/or a mobile satellite network, or the Internet. It will be appreciated
that a plurality of, and preferably a large number of consumer devices 3 and merchant

systems 5 are operable concurrently within the system.
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[0017] The consumer device 3 has a browser application 3b, or a dedicated application,
for accessing and interacting with an online store hosted by the merchant system 5 and
connected to the network 9. The online store displays items that a consumer may select
for purchase, and stores the selected item(s) selected by the consumer during a session in
a ‘basket’ or other model representing a set of items selected for purchase.

[0018] The merchant system 5 may comprise multiple components (not shown), such as
a web server for serving web pages to the consumer’s browser application 3b and a back-
end server for storing data representing consumers and baskets, and interfacing with
payment systems, such as the payment system 7. The consumer device 3 may be a client
of the merchant system 5, although embodiments of the invention may not be limited to
a client-server model.

[0019] The payment system 7 interacts with a digital wallet 3a on the consumer device 3
to authorise and process payments by interaction with an authenticated user of the
consumer device 3. The payment system 7 has access to one or more database(s) 11
including consumer data 11a relating to subscribers or registered users of the payment
service provider. The database 11 may also include transaction data 11b relating to
specific payment sessions, for example. The consumer data 11a may include one of more
delivery addresses associated with the consumer, which are provided to the merchant
system 5 so that the user may select a delivery address for a purchase. Alternatively, the
consumer may provide the delivery address to the merchant system 5.

[0020] Mobile payment systems are generally well known, in which a consumer device is
configured to provide payment from a digital wallet that is issued by a payment service
provider. Typically, the consumer device is configured with mobile wallet hardware and
software to enable data communication with the payment service provider’s backend
system over a data network, to complete a mobile wallet-based transaction with the
mobile wallet. General examples of such mobile payment systems can be found in the
Applicant’s earlier applications, such as WO 2012/042262.

[0021] In the exemplary embodiment illustrated in Figure 1, the digital wallet 3a of the
consumer device 3 accesses and interacts with an online payment interface module 15
hosted by the payment system 7 to provide credentials for authorising payment. The

online payment interface module 15 may interact with the digital wallet 3a to authorise



10

15

20

25

30

payment from an account of the consumer. The digital wallet 3a may store credentials
associated with one or more pre-stored value accounts or bank accounts from which
payment may be authorised.

[0022] The payment system 7 may be connected to, or may comprise a payment
fulfilment service (not shown) of a type that is known per se, which executes the
requested payments between specified consumer and merchant accounts. The consumer
and merchant accounts may be maintained by the payment system 7 and/or conventional
third party financial system(s), such as a bank card issuer, a merchant acquirer, a financial
institution, a business entity or the like. Preferably, although not necessarily, the payment
system 7 is associated with a payment account issuer that maintains at least one
designated financial account and/or stored value account for the consumer.

[0023] In an embodiment of the invention, the payment system 7 generates a secure
delivery token, or a pair of corresponding delivery tokens, when a payment is authorised
and executed. The delivery token(s) may comprise data uniquely or near-uniquely
identifying the transaction for which payment is authorised; the data may comprise one
or more of: a one-time random or pseudo-random code, a delivery address, a merchant
identifier, a customer identifier, a date and/or time of the transaction etc. The delivery
token(s) may be signed with a public key associated with the payment system 7.

[0024] The payment system 7 sends the generated delivery token(s) 4a, 4b to the
consumer’s digital wallet 3a and to the merchant system 5. The merchant system 5,
which is responsible for instructing a logistics service 23 to deliver the goods paid for in
the transaction, routes the delivery token 4b to the logistics service 23 which in turn
provides the delivery token 4b to a delivery device 13 for use by the delivery person
responsible for delivering the goods. Alternatively, the selection of the logistics service
23, and/or the routing of the delivery token 4b, may be performed by the payment
service.

[0025] The delivery device 13 may be a mobile or portable device such as, a tablet
computer, a smartphone, a ‘feature’ phone, a personal digital assistant (PDA), or any
processor-powered device with suitable input and display means. The delivery device 13

may be a custom device designed specifically for delivery authentication purposes, and
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may also include conventional functionality for scanning a delivery label and/or receiving
a recipient signature as input.

[0026] The delivery device 13 executes or accesses a delivery application or ‘app’ 13a
that stores delivery tokens 4b provided by the logistics service 23 and implements a
delivery authentication process as described below. The delivery application 13a may
comprise a digital wallet for storage of the delivery tokens 4b, although the delivery
device 13 need not be able to authorise payments.

[0027] The delivery device 13 may include a network interface 13b for connection to the
data network, although connection to the logistics service 23 may be by other means,
such as a local connection to the logistics service 23 when the delivery person returns

from delivery.

Delivery Authentication Process

[0028] A brief description has been given above of the main components forming part of
the delivery authentication system of an exemplary embodiment. A more detailed
description of the operation of these components will now be given with reference to the
flow diagram of Figure 2.

[0029] The process begins at step S2-1 where the consumer authorises an online
purchase with the merchant system 5, for example using the digital wallet 3a, and the
merchant system 5 processes the purchase with the payment system 7 at step S2-2, as
described above. As part of the payment authorisation process, or as a separate step, the
consumer uses the consumer device 3 to confirm delivery details for the purchased goods
to the merchant system 5. The delivery details may be provided as pre-stored information
from the digital wallet 3a, from the payment system 7 or from the merchant system 5, for
example where the consumer has registered an account with the merchant system 5.
Alternatively, the consumer may manually enter the delivery details at the consumer
device 3. The consumer may manually select an option, presented for example by the
merchant system 5, to verify the delivery of the purchased goods as will be further
described below. Alternatively, this option may be selected automatically.

[0030] The payment system 7 may securely connect to the digital wallet 3a during the
purchase so as to verify the identity of the delivery recipient independently of the

information provided to the merchant system 5.
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[0031] In one alternative to step S2-1 and S2-2, the purchase may be made at a
merchant’s point of sale (POS), for example using the digital wallet 3a. In other words, it is
not essential that the purchase is made between the consumer device 3 and the
merchant system over a network, such as the data network 9. Hence, the digital wallet 3a
may be a multi-channel digital wallet enabling both online and POS payments.

[0032] At step S2-3, the payment system 7 generates the delivery token(s) as described
above, and sends the delivery token 4a, 4b to the consumer device 3 and to the merchant
system 5. At step 2-4, the consumer device 3 stores the delivery token 4a in the digital
wallet 3a.

[0033] At step S2-5, the merchant system 5 sends the delivery details and the delivery
token (4b) to the logistics system 23, for delivery of the purchased goods. At step S2-6,
the logistics system 23 provides the delivery token 4b to the delivery device 13 of the
delivery person responsible for delivering the purchased goods. The goods are then sent
for delivery by that person, accompanied by the delivery device 13 having the delivery
token 4b.

[0034] At step S2-7, at the point of delivery, the delivery token 4b stored on the delivery
device 13 is matched with the delivery token 4a stored in the digital wallet 3a of the
consumer device 3, as will be described in more detail below. If the tokens 4a, 4b match,
the delivery person delivers the goods to the consumer and the delivery device 13
records that the delivery tokens 4a, 4b were matched and communicates this to the
logistics system 23. The message may also be sent to the payment system 7, for example
so as to update the status of the delivery token(s) 4a, 4b as redeemed and to prevent
their re-use.

[0035] At step 2-9, the logistics system 23 receives confirmation that the tokens 4a, 4b
were matched and sends a message to the merchant system 5 confirming delivery. At
step S2-10, the merchant system 5 sends a message to the consumer device 3 that the
delivery is confirmed, which may be displayed or otherwise indicated at step S2-11.
[0036] The process has been described above with reference to the delivery of goods,
but is applicable to other types of physical delivery, such as the delivery of services; in
that case, the person providing the service instead of the delivery person may verify that

the recipient is the intended recipient of the service, before providing the service.
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Token Matching Process
[0037] Methods by which the delivery token 4a stored by the consumer device 3 may be
matched with the delivery token 4b stored in delivery device 13 in step S2-7 will now be
described with reference to Figure 3. First, the delivery person arrives at the point of
delivery (e.g. the delivery address) with the goods to be delivered and the delivery device
13. At step S3-2, the delivery person is authorised to access the delivery application 133,
for example by entering a passcode. The delivery person may identify to the delivery
application 13a the delivery to be made, for example by selecting from a list of deliveries,
or by scanning a code on the packaging of the goods to be delivered. Alternatively, the
delivery application 13a may rely on the delivery token 4a captured from the consumer
device 3 to identify the delivery, or may obtain the delivery token 4b by scanning the
code on the packaging. The delivery person then requests the consumer to present the
delivery token 4a from the consumer device 3.
[0038] At step S3-2, the consumer is authenticated to access the digital wallet 3a, for
example by means of a passcode. At step S3-3, the consumer then selects the delivery
token for display on the consumer device 3, for example as a one or two-dimensional
display code, such as a QR code.
[0039] At step S3-4, the delivery person uses the delivery device 13 to scan the delivery
token 4a displayed on the consumer device 3. At step S3-5, the delivery application 13a
compares the scanned delivery token 4a with the delivery token 4b stored in the delivery
application 13a and identified as corresponding to the current delivery. If the tokens
match, this is recorded by the delivery application 13a and communicated to the logistics
service 23 as previously described. At step S3-6, the delivery application 13a displays or
otherwise indicates to the delivery person that the tokens 4a, 4b match, and delivery may
therefore proceed. If the tokens 4a, 4b do not match, at step S3-7 the delivery application
13a outputs and stores an indication of the failure and delivery may be refused and the
goods returned, or the recipient asked to provide another delivery token 4a.
[0040] As an alternative to scanning a displayed code, the delivery token 4a may be
passed from the consumer device 3 to the delivery device 13 using near-field
communication (NFC), a local connection such as Bluetooth (RTM), audio signals or any

other means normally available to mobile devices.
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[0041] As an alternative to passing the delivery token 4a from the consumer device 3 to
the delivery device 13, the delivery token 4b may be passed from the delivery device 13
to the consumer device 3 which then determines whether the delivery tokens 4a, 4b
match. The process may then include a step of verifying to the delivery device 13 that the
tokens 4a, 4b match, since otherwise the consumer device 3 may be running a dummy
application which falsely purports to confirm that the delivery token 4b presented by the
delivery device 13 matches a delivery token stored on the consumer device 3. This
additional verification step may comprise passing a secure message from the consumer
device 3 to the delivery device 13, confirming that the tokens match. The message may
be made secure by means of a digital sighature, generated for example by a public key of
the recipient.

[0042] The delivery token 4a may be passed to a device other than the consumer device
3 which was used to authorise payment, for example in circumstances where the
intended recipient is not the same party as the purchaser, and/or the intended recipient
wishes to delegate receipt of the goods to another party. In one alternative, in step 2-1
the purchaser instructs the merchant system 5 to deliver the purchased goods to another
party as intended recipient. At step S2-3, the payment system 7 may send the delivery
token 4a to the intended recipient, provided the intended recipient has a consumer
device 3 including a digital wallet 3a for storing the delivery token 4a. The token matching
process then operates in the same way with delivery to the intended recipient.

[0043] Alternatively or additionally, the intended recipient may securely transfer the
delivery token 4a to the digital wallet 3a of a delegated recipient, using functionality
integrated in the digital wallet 3a. This functionality may include local transfer by display
and capture of the delivery token 4a, use of NFC or local connections such as Bluetooth
(RTM), or remote transfer via a network connection. The delegated recipient may be
identified by a mobile number and/or an address associated with the digital wallet 3a of
the delegated recipient.

[0044] If the delegated recipient does not have a digital wallet, the delivery token 4a may
be sent to the delegated recipient via a communication channel available to the intended
recipient, such short message service (SMS), multimedia message service (MMS) or

email. This is less secure, since access to the delivery token may not be controlled by
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authentication. The method of access to the delivery token by the delegated recipient
may be reported back to the payment system 7 and/or to the intended recipient. When
the delivery is received by the intended recipient from the delegated recipient, the
delivery token may be passed to the intended recipient and used to confirm receipt via
the digital wallet 3a of the intended recipient to the payment system 7.

[0045] Where the delegated recipient is at another address from the intended recipient,
the address of the delegated recipient may be sent to the logistics system 23 so that
delivery may be made to the delegated recipient. The token matching process then
operates in the same way with delivery to the delegated recipient.

[0046] Alternatively or additionally, the purchase may be made by a purchaser through
another device, such as a desktop or laptop computer, and the delivery token may then
be passed to the consumer device 3. The digital wallet 3a may be stored on the desktop
or laptop computer. Alternatively, the purchaser need not make the purchase directly by
means of the digital wallet 3a, but may use an online account associated with the digital
wallet 3a.

[0047] In determining whether the delivery tokens 4a, 4b match, it is not essential that
they are identical but only that they relate to the same delivery and that this relationship
may be verified locally between the delivery device 13 and the consumer device 3,

without reference to a remote record.

Mobile Device Details

[0048] Figure 4 shows further details of one example of a mobile device, such as the
consumer device 3 or the delivery device 13. The mobile device comprises at least a
processor 40, including for example hardware and an application platform, running one
or more applications, such as the digital wallet application 3a, the browser 3b application
or the delivery application 13a. The processor 40 is connected to memory or other form
of data storage facility such as flash drive 43 storing local data 44, and to a secure
element 48 storing wallet data 49 used by the digital wallet application 3a. The
application platform may be a mobile operating system such as iOS™, Android™,
Blackberry OS, Windows-based OS, or other embedded OS such as Open Embedded Build
system, Symbian OS, Contiki, FreeBSD, and TinyOS. The application may comprise

program code, which can be loaded or downloaded onto the mobile device.
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[0049] The mobile device has a display 41 and a manual input device 42, which may be
integrated with the display as a touchscreen, and/or provided as a keypad. An alternative
or additional input device may be used, such as a trackball, trackpad, motion sensor or
mouse. The mobile device may include or be connected to a camera or scanner 46 for
capturing optical images and/or codes such as the delivery token.

[0050] The mobile device may include a network interface 3c, 13b. The mobile device

may also include an NFC interface 47.

Computer Systems

[0051] The entities described herein, such as the merchant system 5, the payment
system 7 or the logistics service 23, may be implemented by computer systems such as
computer system 1000 as shown in Figure 5. Embodiments of the present invention may
be implemented as programmable code for execution by such computer systems 1000.
After reading this description, it will become apparent to a person skilled in the art how
to implement the invention using other computer systems and/or computer
architectures.

[0052] Computer system 1000 includes one or more processors, such as processor 1004.
Processor 1004 may be any type of processor, including but not limited to a special
purpose or a general-purpose digital sighal processor. Processor 1004 is connected to a
communication infrastructure 1006 (for example, a bus or network). Various software
implementations are described in terms of this exemplary computer system. After reading
this description, it will become apparent to a person skilled in the art how to implement
the invention using other computer systems and/or computer architectures.

[0053] Computer system 1000 also includes a user input interface 1003 connected to one
or more input device(s) 1005 and a display interface 1007 connected to one or more
display(s) 1009. Input devices 1005 may include, for example, a pointing device such as a
mouse or touchpad, a keyboard, a touchscreen such as a resistive or capacitive
touchscreen, etc. After reading this description, it will become apparent to a person
skilled in the art how to implement the invention using other computer systems and/or
computer architectures, for example using mobile electronic devices with integrated

input and display components.
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[0054] Computer system 1000 also includes a main memory 1008, preferably random
access memory (RAM), and may also include a secondary memory 610. Secondary
memory 1010 may include, for example, a hard disk drive 1012 and/or a removable
storage drive 1014, representing a floppy disk drive, a magnetic tape drive, an optical disk
drive, etc. Removable storage drive 1014 reads from and/or writes to a removable
storage unit 1018 in a well-known manner. Removable storage unit 1018 represents a
floppy disk, magnetic tape, optical disk, etc., which is read by and written to by
removable storage drive 1014. As will be appreciated, removable storage unit 618
includes a computer usable storage medium having stored therein computer software
and/or data.

[0055] In alternative implementations, secondary memory 1010 may include other
similar means for allowing computer programs or other instructions to be loaded into
computer system 1000. Such means may include, for example, a removable storage unit
1022 and an interface 1020. Examples of such means may include a program cartridge
and cartridge interface (such as that previously found in video game devices), a
removable memory chip (such as an EPROM, or PROM, or flash memory) and associated
socket, and other removable storage units 1022 and interfaces 1020 which allow software
and data to be transferred from removable storage unit 1022 to computer system 1000.
Alternatively, the program may be executed and/or the data accessed from the
removable storage unit 1022, using the processor 1004 of the computer system 1000.
[0056] Computer system 1000 may also include a communication interface 1024.
Communication interface 1024 allows software and data to be transferred between
computer system 1000 and external devices. Examples of communication interface 1024
may include a modem, a network interface (such as an Ethernet card), a communication
port, a Personal Computer Memory Card International Association (PCMCIA) slot and
card, etc. Software and data transferred via communication interface 1024 are in the
form of signals 1028, which may be electronic, electromagnetic, optical, or other signals
capable of being received by communication interface 1024. These signals 1028 are
provided to communication interface 1024 via a communication path 1026.
Communication path 1026 carries signals 1028 and may be implemented using wire or

cable, fibre optics, a phone line, a wireless link, a cellular phone link, a radio frequency
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link, or any other suitable communication channel. For instance, communication path
1026 may be implemented using a combination of channels.

[0057] The terms "computer program medium" and "computer usable medium" are used
generally to refer to media such as removable storage drive 1014, a hard disk installed in
hard disk drive 1012, and signals 1028. These computer program products are means for
providing software to computer system 1000. However, these terms may also include
signals (such as electrical, optical or electromagnetic signals) that embody the computer
program disclosed herein.

[0058] Computer programs (also called computer control logic) are stored in main
memory 1008 and/or secondary memory 1010. Computer programs may also be received
via communication interface 1024. Such computer programs, when executed, enable
computer system 1000 to implement embodiments of the present invention as discussed
herein. Accordingly, such computer programs represent controllers of computer system
1000. Where the embodiment is implemented using software, the software may be
stored in a computer program product 1030 and loaded into computer system 1000 using
removable storage drive 1014, hard disk drive 1012, or communication interface 1024, to
provide some examples.

[0059] Alternative embodiments may be implemented as control logic in hardware,

firmware, or software or any combination thereof.

Alternative Embodiments and Modifications
[0060] Alternative embodiments may be envisaged, which nevertheless fall within the

scope of the following claims.
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Claims

1.

A computer-implemented method of authenticating delivery of a purchase to an

authorised recipient, comprising:

a. authorising (S2-1) a purchase by means of a digital wallet (3a), including

designating an authorised recipient for the purchase;

b. providing (S2-3) corresponding delivery tokens (4a, 4b) to a recipient device (3)
of the authorised recipient and to a delivery device (13) associated with delivery

of the purchase;

C. at the point of delivery, determining (S2-7) whether the delivery token (4a) of
the recipient device (3) matches the delivery token (4b) of the delivery device

(13); and, if so:
d. confirming (52-9) that delivery of the purchase is authorised.

The method of claim 1, wherein access to the delivery token (4a) on the recipient

device (3) is restricted to an authenticated user of the recipient device (3).

The method of claim 2, wherein the delivery token (4a) is stored in the digital wallet

(3a).

The method of any preceding claim, wherein the delivery token (4a) is delivered to an
initial recipient device (3) and subsequently transferred by an authenticated user of
the initial recipient device (3) to a delegated recipient device (3), so as to enable
authorised delivery of the purchase to an authenticated user of the delegated

recipient device.

The method of claim 4, wherein the delivery token (4a) is transferred to a digital

wallet (3a) of the delegated recipient device (3).

The method of any preceding claim, wherein the purchase is authorised by means of
the digital wallet (3a) on the recipient device (3a), and the delivery token is stored in

the digital wallet (3a).

The method of any one of claims 1 to 5, wherein the purchase is authorised on a

purchaser device different from the recipient device (3a).
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10.

11.

12.

13.

14.

15.

16.

17.

18.

15

The method of any preceding claim, wherein the delivery tokens (4a, 4b) are
generated by a payment system (7) with which the digital wallet (3a) communicates

in order to authorise the purchase.

The method of any preceding claim, where step ¢ comprises passing the delivery
token (4a) from the recipient device (3) for matching with the delivery token (4b) on

the delivery device (13).

The method of any one of claims 1 to 8, where step c comprises passing the delivery
token (4b) from the delivery device (13) for matching with the delivery token (4a) on

the recipient device (3).

The method of any preceding claim, including providing a message indicating

whether delivery of the purchase is authorised.

The method of claim 11, wherein the message is provided locally (52-9) at the point

of delivery.

The method of claim 11 or 12, wherein the message is provided (52-10) to a

merchant system (5) with which the purchase was authorised.

The method of claim 11 or 12, wherein the message is provided (S2-11) to the

recipient device (3).

The method of any preceding claim, wherein the recipient device (3) and/or the

delivery device (13) each comprises a mobile device.

A method substantially as hereinbefore described with reference to, or as illustrated

in, Figures 2 and/or 3 of the accompanying drawings.
A system configured to perform the method of any preceding claim.

A system for providing authenticated delivery of a purchase to an intended recipient,

the system comprising:

a. a recipient device (3) including a digital wallet (3a) for storing a delivery token

(4a);

b. a delivery device (13) including a store (13a) for storing a delivery token (4b);
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a delivery token generator (25) for generating corresponding delivery tokens
(4a, 4b) relating to a purchase and providing the delivery tokens (4a, 4b)

respectively to the digital wallet (3a) and the store (13a);

wherein the recipient device (3) and the delivery device (13) are configured to
determine, at a point of delivery, whether the corresponding delivery tokens

(4a, 4b) match, so as to confirm that delivery of the purchase is authorised.
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